how to use AP Provisioning on DWS-3160 or 40267

Topology :

DWS-3160A,B Firmware : 4.2.0.7
DWS-4026 Firmware : 4.3.0.1
DWL-6600AP Firmware : 4.2.0.9

DWS-3160-A DWS-3160-B
IP : 10.90.90.89/8 IP : 10.90.90.90/8

DWS-4026
IP : 10.90.90.92/8

h DWL-6600AP

IP : 10.90.90.91/8
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Step 1. Go to peer switch and make DWS-3160A and DWS-3160B to be

cluster on DWS-3160A(master).
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Step 3. Set up AP to be managed by DWS-31608B.
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Step 5. Setup the New Primary IP address to be 10.90.90.89 and New

Backup IP address to be 10.90.90.90.
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Result : After reboot the AP, AP will be managed on DWS-3160A

Because we set up the DWS-3106A to be primary switch.
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10.90.90.91 Managing Switch Local Switch
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But if the DWS-3160-A is link down, the AP will be managed on

DWS-31608B, Since we set up the DWS-3160B to be backup switch.
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FC-75-16-75-D7-00 W

IP Address 10.90.90.91 Managing Switch Laocal Switch

IP Subnet Mask 255.0.00 Switch MAC Address 14-D6-4D-60-EE-10
Status Managed Switch IP Address 10.90.90.90
Software Version 4209 Profile 1-Default

Code Download Status Mot Started Discovery Reason Switch IP Configured
Configuration Status Success Protocal Version 2
Vendor ID D-Link Authenticated Clients i}

Part Mumber dwl6E00ap System Up Time 0d:00:30:40

Serial Mumber 1004748 Age 0d:00:00:23
Hardware Type DWL-6600AP Dual Radio a/b/g/n

Reboot Disassociate Clients

Jarvis

PS. Even we set up the switch IP address 1 to be 10.90.90.90(DWS-3160A)

and switch IP address 2 to be 10.90.90.90.89(DWS-3160B).

After reboot AP, the AP still follow the AP Provisioning

setting(DWS-3160A->DWS-3160B)
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