1. Disable “password complexity requirements” frGmoup Policy Object Editor.
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3. Create new user for WPA/WPA2-EAP. Just inputname and password as what you want.
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g Create in:  TSS2RADIUS.com/Users

First name: Inolan Initials: I

Last name: Iouyang

Full name: Inolan ouyang

User logon name:
[olan | @T552RADIUS.com =~

User logon name [pre-wWindows 2000):
|T882F|ADIUS\. |n0|an
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New Object - User | X|

g Create in:  TSS2RADIUS.com/Users

Password: Ioooooooooo

Confirm password: Inooooou.

™ User must change password at nest logon

™ User cannot change password
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[ Account is disabled
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c. Setup the remote access permission as “Allowssic
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4. Create one Remote Access Policy for WPA/WPA2-BAkhentication.

a. Input Policy name as what you want.
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5. Add Policy Conditions

a.“NAS-IP-Address”. And configure NAS- IP-Address as DWS-4000’s IP address.
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Mew Remote Access Policy Wizard

Policy Conditions
To be authenticated, connection requests must match the conditions you specify.

;
:
:

Specify the conditionz that connection requests must match to be granted or denied

ACCESS.
E Paolicy conditions:
Type aword or a wild card [for example, abe.™]:
|1 72.16.4.230
(] Cancel
Add.. Edit... Remove I
< Back | Hest » | Cancel |

New Remote Access Policy Wizard ] x|

Permissions

A remote access policy can either grant or deny access to users who match the
specified conditions.

If a connection request matches the specified conditions:

" Deny remote access permission

« igrant remote access permissior

< Back I MNest > I Cancel

6. Edit Authentication methods and grant remot@ss@ermission.
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7. Add the connection request policies

| New Connection Request Policy Wizard x|t

! Policy Configuration Method
1 You can set up a typical policy or a custom policy.

Wwhat kind of policy do you want to set up?

& typical policy for a comman scenario

= & custom policy

Type a name that descrbes this policy.

Bolicy name:  |EAP

Example: Authenticate all requests on this server

¢ Back I Mewt » I Cancel |

|New Connection Request Policy Wiz x|f

! Policy Conditions
1 To be proceszed wszing thiz policy, connection requests must match the conditionz
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8. Add the NAS-Identifier for Connection Request Policies and the same fill into the MAC address of the
DWS Switch then click the next the all the way through.



