How to set port forwarding on DSR_1000

[Topology]:

Server(192.168.10.10)--(192.168.10.1)DSR-1000N(118.166.226.112)—PC(124.8.81.2

21)

[Firmware]:
Firmware:1.0.3B09

[Configuration]:

Wizard
Internet Settings [ | WAN1 STATUS

Wireless Settings

The page provides_a.nent nfonnabon regarting_the WAN1 interface. Along with the information a user can
Network Settings > enable or disable his Internet connection from this page.

00:00:00:00:00:2A

s Addres

118.166.226.112 / 255.255.255.255

VLAN Settings > wWan State:

NAT (IPv4 only):

Link State:
WAN Mode:
Gateway:

IPv4 Connection Type:
IPv4 Connection State:

upP

Enabled

PPPOE (Username/Password)

Connected

LINK UP

Use only single WAN port: Dedicated WAN
168.95.98.254

Primary DNS: 168.95.192.1

Secondary DNS: 168.95.1.1

Nicahla

Under ADVANCED->Firewall Settings-> Firewall Rules, Click Add.

DSR-1000N

ADVANCED

Application Rules D

Website Filter APPLICATION RULES

Firewall Settings » Default Outbound

Policy lable port triggering rules and allows several operations on the rules.

Wireless Settings

Firewall Rules | cation Rules
Advanced Network >

Outgoing Ports Incoming Ports

Custom Services
Routing Protocol Interface
Start Port End Port Start Port End Port

Certificates

VPN Passthrough

IP/MAC Bindin:

Radius Settings

Switch Settings

UNIFIED SERVICES ROUTER

Helpful Hints...

The Status page will give
you an overview of the
primary and secondary
internet connections from
the router. Active WAN
links will have the WAN
State as UP, and will show
a Disable button. If the
WAN IP addresses are
provided by a DHCP ISP,
the DHCP lease can be
released or renewed to
refresh the connection.
Configured but inactive
connections will have WAN
State as down and can be
brought up with the
Enable button.

Helpful Hints.

Application rules are also
referred to as port
forwarding rules. Devices
on the LAN or DMZ can
send a request to the
Internet along one of the
defined outgoing ports,
and then the configured
rule will open the
corresponding incoming
port for the spedified type
of traffic coming from the
WAN.

Note that port triggering is
not appropriate for
servers on the LAN, since
there is a dependency on
the LAN device making an
outgoing connection
before incoming ports are
opened.




WA RU OGOU

This page sllows you to 8dd a new firewall rie or et the configuration of an edsting flirewall rde. The
Oztsis will then De Gisplayed in the List of Avalable Rrewall Rues table on the Rrewall Rues page.

[ Sawe settings | [ Dont Save Setungs |

Firewall Rule Configuration

From Zone: INSECURE (WAN) v

To Zone: SECURE (LAN) v
Service: =TTP v

Action: ANays Allow v
Select Schedule:

Source Hosts: Ay v

From:

To:

Destination Hosts: Ay

From:

To:

Log: Alzps v

QoS Priority: Normak-Senvice v

Source NAT Settings

External IP Address: WAN Infertace AGdress
Single IP Address:
WAN Interface: WANT | v

Destination NAT Settings

Internal IP Address: 192.163.10.10

Enable Port Forwarding:

Translate Port Number: R

External IP Address: Dedlcated WAN v

[Testing result]:
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0 folders, 3 files - Total: 1.21GB

Eilename

Eilesi Eileti

[E openVPN-AS_1.5.6_VHD.zip

[] PPPOE account.txt

319.65 MB  2010/8/24 E4 02:59:14

[E) OpenVPN-AS_1_5_6_VHD.vhd | 924.23 MB | 2010/8/23 T4 12:47:04

258 B 2007/8/23 T4 01:45:38

HttpFileServer 2.2f
Servertime: 2010/12/9 b4 10:43:43

Network Connection Details:

Property Value
Connection-specffic DN...
Description Broadband Connection
Physical Address
DHCP Enabled No
IPv4 IP Address 124881121
IPv4 Subnet Mask 255.255.255.255
IPv4 Default Gateway
IPv4 DNS Servers 6131.11
61.31.233.1

TPVZ VIS Server

NetBIOS over Tepip En...  No




