[Prerequisite]

The "Blacklist" feature is available in firmware.2D or later

[Scenario]

For some emergent conditions, for example, theswautbreak from some of machines or the

attack from some specific IP addresses, with tlag the administrators are able to

suppress the propagation of virus or the attadken internet.

[Configuration]

In this example, we're trying to temporally blotletiP address 1.1.1.1

Host blocked.

Blacklist:

Creation Time Type Host
Description

2010-03-24 15:05:47 dyn 1.1.1.1
Added from command 1ine

whitelist is empty
DFL-800: /=

DFL-800: /> blacklist -show -info -creationtime -all

service, Proto/Port Destinat



