How to setup HA on the DFL-1660

This example provides a step-by-step guide for setting up an HA cluster.
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Setup master DFL-firewall
(1) Disable “DHCP client” function.
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(2) Create new HA interface. You need to type master and slave HA IP address.
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(3) I choose LAN3 to do a “Sync interface”.
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(4) Go to Interface > Ethernet > Advanced. For each interface and set the “High
Availability”, “Private IP Address” field to be the name of the “IP4 HA Address” object

’

created previously for the interface.
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General | Hardware Settings Advanced

z} Automatic Route Creation

Automatically add commonly used routes related to this interface

Automatically add a route for this interface using the given network.

Automatically add  default route for this interface using the given default gateway.
100

Route metric: Specifies the metric for the auto-rested route.

ﬂ MTU Settings
Set the maximum size of packets sent via this interface. Normally, you do not need to change the MTU settings. By default, the interface uses the maximum size that the physical media supports.

MTU: 1500 Specifies the size (in bytes) of the largest packet that can be passed onward.

2 High Availability

the IP in the “IP Address” field on the General tab is shared by all the members of a cluster. However, for communication with a specific duster node. 8
ined HA Address Pair objects can be selected ss private IP in order o ensure that each cluster node has a complete set of configurations for all nodes in the cluster.

Private IP Address: lan1-ha

a regular basis. These are used by HA to monitor the operational status of the cluster nodes. Though it is

operation of s High . all
to led, they often igh information.
7] This will dissble sending from th by HA to detect if 8 node is online and working).

2J Quality Of Service
Set the default pricrity policy for packets going into VLANS with this interface as the physical link.
[F] Copy the IP DSCP precedence to the VLAN pricrity field.
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Setup slave DFL-firewall

(1) Disable “DHCP client” function.
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(2) Create new HA interface. You need to type master and slave HA IP address.
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(&) Right-click on a row for additional options.
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(3) I choose LAN3 to do a “Sync interface”.
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(4) Go to Interface > Ethernet > Advanced. For each interface and set the “High
Availability”, “Private IP Address” field to be the name of the “IP4 HA Address” object
created previously for the interface.
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End of document.
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@ Loggedin as administrator
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General Hardware Settings Advanced

#J Automatic Route Creation

Automatically sdd commonly used routes related to this interface
] Automatically add a route for this interface using the given network.

[7] Automatically 8dd a default route for this interface using the given default gateway.

Route metric: 100 Specifies the metric for the auto-created route.

2. MTU Settings

Set the maximum size of packets sent via this interface. Normally, you do not need to change the MTU settings. By default, the interface uses the maximum size that the physical media supports

mTU: 1500 Specifies the size (in bytes) of the largest packet that can be passed onward.

#J High Availability

In High Availability cluster scenarios, the IP address specified in the “IP Address™ field on the General tab is shared by all the members of a cluster. . for communication with a specific cluster node, a
“Private IP Address” is used. Only pre-defined HA Address Pair objects can be selected as private IP in order to ensure that each dluster node has a complete set of configurations for all nodes in the dluster.

Private IP Address: wani-ha v

Under normal operation of a High Availability cluster, all interface send Cluster HeartBeat messages on a regular basis. These are used by HA to monitor the operational status of the cluster nodes. Though it is
recommended to leave heartbeats enabled, they often provide highly redundant information.

This will disable sending Cluster Hesrtbeats from this interface (used by HA to detect if 8 node is online and working)

#J Quality Of Service

Set the default pricrity policy for packets going into VLANS with this interface as the physical link
[7] Copy the IP DSCP precedence to the VLAN pricrity field.



